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Similarities with Classic and Modern Models

Administrative Activities Classic Modern

Local installation source Yes Yes

Network installation point Yes Yes

Group Policy computer startup script Yes Yes

System Center Configuration Manager Yes Yes

Microsoft Intune Yes Yes

Remote Desktop Services Yes Yes

Microsoft Deployment Toolkit (MDT) Yes Yes



New administrative capabilities with Modern IT

Administrative Activities Classic Modern

Local installation source Yes Yes

Network installation point Yes Yes

Group Policy computer startup script Yes Yes

System Center Configuration Manager Yes Yes

Microsoft Intune Yes Yes

Remote Desktop Services Yes Yes

Microsoft Deployment Toolkit (MDT) Yes Yes

Cloud managed licensing & reporting No Yes

Cloud based installation No Yes

Cloud managed servicing No Yes





Management tool

Cloud

Cloud Managed Enterprise Managed

Scenario 1: Cloud 
Deployment

Scenario 2: Configuration 
Manager Deployment

Recommended Deployment Scenarios



Cloud Managed Enterprise Managed
The Cloud Managed scenario:

Office:

• Leverages Office CDN for distribution, installation, 

and update of Office 365 ProPlus

• Utilize Internet connections and limit on-premises 

infrastructure needs by using Office CDN

Windows:

• Leverages Windows AutoPilot to provision machines 

without IT intervention

• Provides Device Management capabilities from 

Microsoft Intune

The Enterprise Managed scenario:

Office:

• Leverages existing software distribution tool and 

processes for distribution, installation, and update of 

Office 365 ProPlus

• Allow software distribution tool to manage source 

file replications and limit impacts on network

Windows:

• Classic deployment or provisioning Windows 

AutoPilot with Co-Management

• Provides Device Management capabilities from 

Configuration Manager

Recommended Deployment Scenarios



OEM/Reseller

Ship

Off-the-shelf and Shrink-wrapped Devices Employee unboxes 
device, self-deploys

Deliver direct to Employee

Employee driven Self-Deployment 

• Custom imaging – expensive, limits HW choice, impairs talent 

acquisition

• Windows EULA – employees not permitted to accept on org-

owned devices  

• Non-trivial decision making (Personal vs Org Owned 

disambig, Privacy Settings, OEM Registration) generates 

Helpdesk calls  

• OOB account is always Admin – majority of enterprises want 

standard accounts on corp-owned devices 

ANNA ANDERSON
anna@contoso.com
Administrator





Cloud managed deployment

Windows 10

Office Pro Plus

The new client device is pre-installed with Windows 10, version 1703 or 

later. 

Admin adds device information and an AutoPilot deployment profile that 

defines how to configure Windows 10 on the device.

The client device downloads and applies the AutoPilot profile.

Office CDN

Admin Client devices

Microsoft Store for Business
Admin

Client devices

Admin sends configuration settings for Office to client devices 

using the Office 2016 Deployment Tool. 

Based on configuration settings, client device downloads 

appropriate Office package from the Office cloud and applies 

settings.



Cloud managed updates

Windows 10 & Office 365 ProPlus

As part of deployment, admin configures client devices to receive 

updates directly from the cloud

Client devices automatically download and apply updates from 

Windows Update for Business and Office CDN

Windows Update 

for Business

Client devices

Office CDN

Admin





Enterprise managed deployment

Windows 10 & Office Pro Plus

Admin configures Windows and Office deployment packages in 

Configuration Manager.

Windows 10 packages are downloaded from VLSC and Office 

packages are downloaded from the Office CDN.

Packages are sent to Configuration Manager distribution points.

Office and Windows are installed on client devices.

Distribution 

points
Configuration 

manager server 

Configuration 

Manager admin 

console 

Volume Licensing 

Service Center 

Office CDN



Enterprise managed update

Windows 10 & Office Pro Plus

Admin configures Windows and Office updates in Configuration 

Manager.

Windows updates are downloaded from WSUS. Although the 

Configuration Manager server communicates with WSUS, the 

Office updates are pulled directly from the Office CDN.

Updates are sent to Configuration Manager distribution points.

Updates are installed on client devices.

WSUS Office CDN

Distribution 

points

Configuration 

Manager admin 

console 

Configuration 

manager server 





Cloud Managed Scenario Enterprise Managed Scenario

• To simplify management for mobile and remote users

• To simplify management of branch offices to limit 

infrastructure footprint requirements

• To simplify servicing of Windows and Office with 

minimal IT involvement

• To limit corporate bandwidth requirements for branch 

offices 

• To allow IT Admins to manage client updates with 

existing software distribution solutions

• To allow IT Admins a higher level of control for client 

deployments and updates 

• To allow clients to leverage their existing software 

distribution locations

• To allow IT Admins to easily control distribution of 

software based on groups

When should you use…



▪ Microsoft Download center

▪

\\server\share 32

O365ProPlusRetail

en-us

https://www.microsoft.com/en-us/download/details.aspx?id=49117


▪

downloadconfig.xml

▪

\\Server\share 32

O365ProPlusRetail

en-us

Publisher

None TRUE



▪

installconfig.xml
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